
Focusses internally, on 
the organisation itself, 
and its ability to 
continue to function. 

Attempts to deal with 
all risks that may 
impact all business 
activities and mitigate 
against them. 

Tends to focus 
primarily on IT assets 
and how to recover 
them if a failure 
occurs.

Looks not just internally 
but also externally, 
bringing into scope not 
only customers but also 
overall market integrity 
and indeed the entire 
financial system.

Focusses on a small 
number of Important 
Business Services, 
accepts that there will 
be disruption, and 
attempts to ensure 
they remain within the 
defined impact 
tolerances.

Covers all technology, 
people, locations, data 
and 3rd parties that 
support an Important 
Business Service and 
how to recover them 
when a failure occurs in 
a supporting resource.a supporting resource.
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